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Abstract of the contribution: Definition of Public UE Identifier that can take the form of MSISDN or External Identifier
1 Introduction
TS 23.501 acknowledged the concept that a Public UE Identifier can take the form of an MSISDN or External Identifier, but the Public UE Identifier is not formally defined yet. 
This document proposes to define the Public UE identifier as a reserved word, and to specify that it has can take various formats, including at least MSISDN or External Identifier. Public User Identity is an already well established IMS term, whose meaning should not be changed, so that's why "Public UE Identifier" is proposed. Acronym "PUI" is proposed to be used consistently outside of the definition of the acronym in TS 23.501. 
2 Proposal
It is proposed to agree the following changes on TS 23.502.
***** First Change *****
5.2.6
NEF Services
5.2.6.1
The procedure of " Application Triggering" Service
Service description: The AS requests the network to send an Application trigger to the UE.
Input: PUI, Requester Identifier, validity period, Application Port ID and Trigger Payload.

Output: the result of the delivery of the application trigger.

Service procedure:
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Figure 5.2.6.1-1: Application Trigger service

1.
The NEF (Network Exposure Function) receives an Application Trigger Request (PUI, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to identify the receiving application within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE.


The NEF checks whether the Application is authorised to send the Application Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.

2.
The NEF invokes the "Get Subscriber Serving NF(PUI, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.

3.
The NEF sends the Application Trigger Request (SUPI, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.

4.
The AMF send the Application Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the Application Port ID identifies which application(s) is to be notified and the payload is sent to the application.


The corresponding response message is send back to the AMF to confirm the receiving the request message.

5.
The NEF receive the Application Trigger Response from the AMF.

Editor's note:
It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.

6.
The NEF sends the Application Trigger Response to the Application Server.
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